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All workplaces share the same security threat:

the well meaning but careless employee who
may be more focused on productivity than protecting
the company’s sensitive or confidential information.
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COST OF TIME WASTED
RESPONDING TO SECURITY INCIDENTS
CAUSED BY HUMAN ERROR

U.S. $1.5 MILLION
GERMANY €1.6 MILLION

AVERAGE COST PER RECORD
WHEN A DATA BREACH
IS DUE TONEGLIGENCE

U.S. $198 6\
GERMANY €145

Read the full Ponemon report, The Unintentional Insider Risk in United
States and German Organizations at Forcepoint.com.
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